**Welcome to the Operation Chimera Threat intelligence Challenge Template.** You can save this in many different formats by using ‘File > Save As’ in the top left corner. If you have any questions, please ask them in the threat intel module channel, under the Operation Chimera category on the SBT Discord server.

Please follow the Challenge brief at the end of the Threat Intelligence Training PDF.

**PLEASE NOTE -** You may not be able to fill out all of this information. A lot of Cyber Threat Intelligence is locked behind paywalls (Intelligence Vendors) and is therefore not publicly accessible (or at least not as easy to find). Try your best, and find multiple sources.

|  |  |
| --- | --- |
| **Threat Actor One** | |
| **Threat Actor Name** |  |
| **Other Aliases/Names** (If applicable) |  |
| **Country** (If applicable) |  |
| **Industries Targeted by APT (**Government, Energy, Telecomms, etc) |  |
| **Justification** (Why do you believe this APT may pose a threat to our business?) |  |
| **Associated Vulnerabilities Exploited** (List CVEs, if applicable) |  |
| **Associated Malware/Tools Used** (If applicable) |  |
| **Any Other Valuable Information** |  |
| **Sources Used** (Put the URLs here) |  |

|  |  |
| --- | --- |
| **Threat Actor Two** | |
| **Threat Actor Name** |  |
| **Other Aliases/Names** (If applicable) |  |
| **Country** (If applicable) |  |
| **Industries Targeted by APT (**Government, Energy, Telecomms, etc) |  |
| **Justification** (Why do you believe this APT may pose a threat to our business?) |  |
| **Associated Vulnerabilities Exploited** (List CVEs, if applicable) |  |
| **Associated Malware/Tools Used** (If applicable) |  |
| **Any Other Valuable Information** |  |
| **Sources Used** (Put the URLs here) |  |